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• Why collect, why protect
• Possible approaches
• Details of MD5 cryptographic hash
• Example of de-identification in use


